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Chapter 108 of the Texas Health and Safety Code  
established and authorizes THCIC to collect and 
report  on Inpatient/inpatient discharge data.

https://statutes.capitol.texas.gov/Docs/HS/htm/HS.108.h
tm

Background Information



Title 25. Health Services

SubchapterA – Collection and Release of Hospital  
Discharge Data

Subchapter D – Collection and Release of Inpatient
Surgical and Radiological Procedures at Hospitals and
Ambulatory Surgical Centers

https://texas-sos.appianportalsgov.com/rules-and-
meetings?chapter=421&interface=VIEW_TAC&part=1&
title=25

THCIC Rules



Submitting Data Submitter/ Upload 5010
Getting a Submitter ID (SUB***)  
Data Reporting Schedule
Logging into the System as a submitter  
Submitting your data

Encounter on Demand (EOD)

Inpatient Upload / Submitter



Getting a Submitter ID

Before a user can submit Outpatient/ inpatient data via  
5010 file format the user must be registered with  
System13.

Facilities must test their data submission with System13  
before data can be submitted.

The user must register with System13 at  
https://thcic.system13.com/enrollments



Log into the System13 system at  
https://thcic.system13.com

THCIC System



Requesting a Submitter ID
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Enroll as a submitter only once. A user can list up  
to 15 providers that the user will submit data for.  
If the user will submit for more than 15 providers,  
the user will have to contact System13 directly to  
complete that request.

Providers that will submit for themselves using a
5010-file upload, must have a submitter ID.

The user must contact System13 before starting  
to test data.

If the submitter contact person needs to be  
updated, please contact System13directly.
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Data Reporting Schedule

The complete data reporting schedule is available at 
https://www.dshs.texas.gov/texas-health-care-
information-collection/facility-reporting-
requirements/data-reporting-schedule
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Initial Submission Due Dates



THCIC System
Log into the System13 system at  
https://thcic.system13.com



Log In the System as a Submitter

Put in THCIC Submitter username and password. Click ‘sign in’.



Security Notice

A facility must accept the security notice and access to the database will be  
provided. If a facility declines this notice, access will not be granted to the database.



Multi-Factor Authentication (MFA)

Code received via email.



Multi-Factor Authentication (MFA)

Code by scanning the QR Code. 



Submitter Home Page



Submitter Home Page – Tab



Other Features - MyAccount
Password Update/Change

The user must use the 
Multi-Factor 
Authentication (MFA) 
settings to set their 
password.  The following 
pages will discuss the new 
process.



The configuration page will be presented to all 
users upon the first time they login.

Email: Will send your code via Email, this is the 
easier option and does
not require additional update.

Authenticator App: Requires an App where your 
6-digit code will cycle every 30 seconds.  This will 
help if your  facilities email filter takes  too long 
for email. 

Details and Instructions for both settings are 
available to read under the 
“Instructions”.

Multi-Factor Authentication (MFA) 
Configuration 



Email: Is the default and is easier to manage. You will be sent a 6 -digit code to the email 
address associated to the user's account. Once the code is sent it will be valid for 5 
minutes. You will have the option to resend a new code. 

MFA Configuration – Email  

Upon logging in you will receive an email from 
System13 Production Notifier.  The email will 
have your username as well as your one-time 
code. You will also be able to see the facility 
and it’s ID number on the email.  

You can either copy and paste the code from 
the email or type the code. Once the code is 
there you will need to “click” the verify 
button.
Once verified you will be presented with the 
homepage.



Log In the System (Email) 
Upon logging in you will receive 
an email from System13 
Production Notifier.  

The email will have your 
username as well as your one-
time code. You will also be able 
to see the facility and it’s ID 
number on the email.  

You can either copy and paste 
the code from the email or type 
the code. Once the code is 
there you will need to “click” 
the verify button.

Once verified you will be 
presented with the homepage.



Log In the System (Auth App)
When challenged for your 6-digit code, you will need to look for the code in your 
authenticator app.

(Remember this code changes every 30-seconds.)

For users with multiple accounts your username will be over/under the code that you 
are looking for.



Updating MFA Settings
To change your MFA settings, you will need to go to “My account”.

Then click “Configure MFA
Settings”.

For Authenticator 
Application you will need 
an Authenticator App on 
your smartphone to
provide the 6-digit code. 
The codes on your app will 
only be valid for 30-
seconds at a time.



Updating MFA Settings 
To update the MFA settings, click the preferred settings then click save.



Log In the System (Auth APP)
When challenged for your 6-digit code, you will need to look for the code in 
your authenticator app. (Remember this code changes every 30-seconds.)

For users with multiple accounts your username will be over/under the code 
that you are looking for.



Troubleshooting the MFA Process

If the email code is not being received, double check that the email that was 
entered is correct.

Please only use one Authentication APP.

Make sure that you only have that specific login on your app once.

Double check the username on the app/email and the username for the site.

More information about this process can be in the THCIC numbered 
letter, Volume 27, number 5 available at 
https://www.dshs.texas.gov/sites/default/files/thcic/hospitals/numberedlette
rs/2024/Vol27No5.pdf

Issues with the MFA process, please contact System13 at 888-308-4953 or 
email thcichelp@system13.com. 



Other Features - Logout

To logout the system click ‘Logout’.



Other Features - Logout

You will be immediately logged out the system. There will be  
no verification to log you out of the system.



Inactivity
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Forty minutes of inactivity log you out of the system, You  
will be immediately returned to the login screen.



Submitter Home Page



Submitter Home Page 
Upload/Download

Uploads allows the user  
to upload 5010 formatted  
file for batch submission.

Download will only be  
available through the testing  
of the 5010 formatted file for  
batch submission. Downloads  
will be the user’s error files  
while testing submission.

Link to a YouTubevideo  
regarding the formats  
accepted.



Click Download

Download will only be available through the testing of the 5010  
formatted file for batch submission. Downloads will be the  
user’s error files while testing submission. While testing, this  is 
the only time that there will be data available for download.



List of Downloads

List of all downloads that were available through testing.Downloads will only be available through the testing of  
the 5010 formatted file for batch submission. Downloads  
will be the user’s error files while testing submission.



Click Upload



Batch Upload Claims



Choose File ToUpload

Choose the 5010 formatted file that the user wants  
to upload. Highlight file and click‘Open.’



Choose File ToUpload

Description of data  
is optional.

Upload file.



System Upload Receipt
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System Upload Receipt about Duplicate 
File  Uploaded in the Same Day

A facility cannot upload a file with the same file name, on the  
same day. You will get the above message.



E-Mail Receipt to Submitter

The submitter contact will get an E-mail receipt notice  indicating 
the data file has been received within 30 minutes of  the uploaded 
file.The E-mail will indicate if the file was  “accepted” or 
“rejected”.The E-mail receipt notice will also  indicate if the data 
file will be processed as “test” or  “production” data and the claims 
count total contained in the  file.

If the file was “accepted”, the submitter contact will get a second
E-mail within an hour, which will indicate if the file “passed” or
“failed”. If the E-mail indicates the file “passed” and the file was
processed as “production” data, the provider contact will receive an E-
mail confirmation the same day.

Uploaded data files that are“rejected” or“failed” must be fixed  and 
uploaded again by the submitter contact.



E-Mail Receipt to Provider

The provider contact will get an E-mail confirmation  
indicating data submitted the same day that the files  
has been added to their account, if the file was  
“accepted” and “passed” as productiondata.

The E-mail will include a frequency of error report  
(FER) to verify number of claims received by our  
system,accuracy rate,error summary and various  
other claims information.



Encounter on Demand
After the *Cutoff for initial submission the Data Manager (aka Provider Primary Contact) and Certifier  will 
now receive an email a few days after the “Cutoff for Initial Submission. This email will be sent  approximately 
sixty days after the end of each quarter. The email will have four reports attached to it:

Summary Report – use this report to validate if the data for the period is correct, such as record  
counts, min/max/average charges, admission type and source, payer type, patient age, gender, race,  
and ethnicity

Claim Count for First Physician Report - Use this to determine if the physicians (attending, operating,
other) who utilize your facility are represented correctly. This report will give a claim count by physician
name, sorted by name. It will also include the physician ID but will not include patient information.

Claim Count for Second Physician Report - Use this to determine if the second physicians (attending,  
operating, other) who utilize your facility are represented correctly. This report will give a claim count by  
physician name, sorted by name. It will also include the physician ID, but will not include patient  
information

Error Type List Report - use this to determine if you have made all possible corrections to your data, if
needed.

The email will suggest that if the Certifier determines that the data is complete and accurate after reviewing  the 
reports, then they should consider choosing the Encounter or Event on Demand (EOD) option on their  
certification tab for that quarter. The facility must be 100 percent accurate to start this process.  If you do not 
choose to start the EOD option, the certification process will start  after the cutoff for corrections as it does now.

*Cutoff for initial submission is the date when the submission data is due in the system.
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Questions/ Comments

Questions, comments or need clarification please e-mail  
thcichelp@dshs.texas.gov

The e-mail should include the facility’s THCIC ID.

Inpatient Submitter Upload



Address:
Texas Health Care Information Collection
Dept of State Health Services – Center for Health  
Statistics
1100W 49th St,Ste M-660
Austin,TX 78756

Phone: 512- 776-7261
E-mail:THCIChelp@dshs.texas.gov
Web site: https://www.dshs.texas.gov/texas-
health-care-information-collection

THCIC Contact
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Contact Tiffany Overton email at  
Tiffany.Overton@dshs.texas.gov if a facility has  
questions concerning the submission, correction,or  
certification of data.

Contact Dee Roes email at
Dee.Roes@dshs.texas.gov if submitter test/production  
files reject due to a submission address or EIN/NPI  
number.

For general questions or to request information about  
THCIC please e-mail to thcichelp@dshs.texas.gov.

THCIC Contact
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Address:
System13
1648 State Farm Blvd.  
Charlottesville,VA 22911

Phone:1-888-308-4953
Fax:434-979-1047
E-mail:THCIChelp@system13.com
Web site:https://thcic.system13.com
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